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PCIe™ Training Day AgendaPCIe™ Training Day Agenda
9:00 PCIe Overview Neshati

9:45 PCIe Physical Layer Schoenborn

12:00 LUNCH

1:00 PCIe Configuration & Software Cowan

2:45 BREAK

3:00 PCIe Compliance Tools Choate/Froelich

5:00 Q&A

5:15 BREAK

5:30 Compliance Workshop Orientation Neal/Kelley, et al

Material For Today’s Training Day Available @ www.pcisig.comMaterial For Today’s Training Day Available @ www.pcisig.com
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AgendaAgenda
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1:00 PCIe Configuration & Software Cowan

2:45 BREAK

3:00 PCIe Compliance Tools Choate/Froelich

5:00 Q&A
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PCI SoftwarePCI Software
Driver ModelDriver Model

PCI PnP Model PCI PnP Model 
(init, (init, enumenum, , configconfig))

TransactionTransaction

Point to point, serial, differential,Point to point, serial, differential,
hothot--plug, interplug, inter--op form factorsop form factors

Point to point, serial, differential,Point to point, serial, differential,
hothot--plug, interplug, inter--op form factorsop form factors

PhysicalPhysical

Future SpeedsFuture Speeds

PCIe Layered Architecture

PCIe Layered Architecture Enables Modularity, Reuse & Scalability PCIe Layered Architecture Enables Modularity, Reuse & Scalability 

§ Advanced Capabilities:
ü RAS: CRC data integrity, hot-plug, error logging/reporting
ü Power management
ü QoS and isochronous support
ü Extended configuration 
ü New form factors

§ PCI Compatibility:
ü Configuration and PCI driver model

§ Protocol: 
ü Load/Store architecture
ü Fully packetized split-transactions

§ Physical Interface:
ü Point-to-point, dual-simplex (full-duplex)
ü Low-voltage differential signaling
ü Embedded clocking
ü Scaleable frequency
ü Scalable width
ü Supports connectors and cables

Data LinkData Link
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PCIe Technology FeaturesPCIe Technology Features
• PCI Compatibility
• VC Mechanism
• High Bandwidth

• Flow Control
• Reliable Link Layer

• E-CRC

• Error Reporting

• Power Management
• Single PHY Layer

• High Speed Serial

• Smooth migration, SW re-use, simple validation
• QoS & isochrony
• Peak traffic loads, overprovisioning for QoS

• Buffer size flexibility, cost flexibility
• No dropped packets, simplified SW, high availability
• Maintain communication for HA or diagnostics
• End-to-end reliable transport for service availability

• System management, serviceability, availability
• Optimize density, support cold spares
• Reduced emissions in EMI-sensitive environments
• Interoperability, no multi-mode PHY, no SKU 

proliferation, bounded investments

• Reduced cost, pin count, PCB layers & area

PCIe Meets Requirements Across Compute & CommunicationsPCIe Meets Requirements Across Compute & Communications
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PCIe Technology BenefitsPCIe Technology Benefits
Better Visualization

§Beyond AGP8x
§Multimedia/Isochrony

Innovative Form Factors
§Client Modules (e.g. ExpressCard*)
§Server Modules
§ATCA

Improved Reliability
§Hot Plug/Hot Swap
§Error Logging/Reporting
§E-CRC

Enhanced Connectivity
§GbE/10 GbE
§IBA
§FC

PCIe Provides Performance Scalability Into Next DecadePCIe Provides Performance Scalability Into Next Decade
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PCIe In ServersPCIe In Servers

§ Adapters can connect directly to the memory controller (removes extra bridge)
ü Lower latency and lower cost
ü Fewer pins and less board space

§ Bandwidth to support 10Gb technologies
ü “Future proofs” 2004 servers

§ Leverages the volume economics of desktop, mobile, and communications

PCI Express
Slots

Host
Bridge

I/O
Bridge

PCI
Express

PCI-X Slots

LANSCSI

‘04 Platform

LAN

SCSI

I/O
Bridge

33Mhz/64b(32b)

33Mhz/64b(32b)

CPUCPU

’03 Platform
CPUCPU

Host
Bridge
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PCIe In DesktopPCIe In Desktop

§ Greater bandwidth and performance 
ü PCI Express x16 next generation graphics for8GB/s
ü PCI Express x1 for greater I/O performance for GbE, 1394, etc for 500MB/s

§ New usage models
ü Isochronous support for streaming media for TV tuners, graphics, camera
ü Native hot-plug support for new form factors and modules (e.g. ExpressCard*)

Memory
Controller

CPUCPU

Memory

AGP-4,8X 

USBPCI 

PCI 

I/O
Controller SATA

Audio

Memory
Controller

Memory
PCI Express

Graphics

PCI Express x16

PCI Express x1

PCI Express x1

I/O
Controller

Next Gen Audio

‘04 Platform

’03 Platform

PCI

CPUCPU
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PCIe In NotebooksPCIe In Notebooks

Memory
Controller

CPUCPU

Memory

AGP-4,8X 

USBPCI 

PCI 

I/O
Controller SATA

Audio

Memory
Controller

Memory
PCI Express

Graphics

PCI Express x16

PCI Express x1

PCI Express x1

I/O
Controller

Next Gen Audio

‘04 Platform

’03 Platform

PCI

CPUCPU

§ ExpressCard* provides value for OEM’s, IT, and end users
ü User upgradability and flexibility with PC Card replacement
ü Expandability protects investment in notebooks

§ Next generation docking solution

§ Wireless FF
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PCIe Architecture AdoptionPCIe Architecture Adoption

Desktop, MobilePCI Express x1PCIGeneral Purpose I/O

PCI Express x16

Unified I/O

PCIe Configuration

Desktop, Mobile

Desktop, Mobile, Enterprise

Market Segment

AGP 8XGraphics

Heterogeneous I/OChipsets

Prior TechnologyApplication

MobilePCI Express Mini CardMini PCIInternal Mobile

Desktop, MobilePCI Express x1 or LOMPCI or LOMGigabit LAN

ExpressCard* Desktop, MobilePC CardClient Plug-n-Play

WorkstationsPCI Express x16AGP 8X ProGraphics

EnterprisePCI Express x4, x8PCI/PCI-XGeneral Purpose I/O

PCI Express Server I/O Module

PCI Express-to-PCI-X 

Enterprise

Enterprise

n/aServer Module

PCI-to-PCI-XBridge

PCI Express or Advanced 
Switching

PCI Express

Advance Switching or Ethernet

Communications

Communications

Communications

PCICommunication Control &
Host Based Backplane

Proprietary or EthernetCommunication
Fabrics

PCI/SPI/CSIX/OtherCommunication 
Chip-to-Chip data

Applications Transitioning to PCIe Across the IndustryApplications Transitioning to Applications Transitioning to PCIePCIe Across the IndustryAcross the Industry
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PCIe Technology ProgressPCIe Technology Progress

PCI-SIG World-Class Industry Enabling Delivers TTM Value To MembersPCI-SIG World-Class Industry Enabling Delivers TTM Value To Members

Jul ‘02: 
1.0 Spec 

Published

Jul ‘02: 
1.0 Spec 

Published

2002-2003:
PCI-SIG 
Industry 
Enabling

2002-2003:
PCIPCI--SIG SIG 
Industry Industry 
EnablingEnabling

Jun ‘02:
PCI-SIG

Developers 
Conference

Jun ‘02:
PCI-SIG

Developers 
Conference

Dec ’03:
First PCIe CW

Dec ’03:
First PCIe CW

2003200320022002

1H’04:
Volume 

Products

1H’04:1H’04:
Volume Volume 

ProductsProducts

20042004

2H’03:
Lead Si
Building 
Blocks

2H’03:
Lead Si
Building 
Blocks

March ‘04:
PCI-SIG 
CW37

March ‘04:March ‘04:
PCIPCI--SIG SIG 
CW37CW37

Jun ’04:
PCI-SIG 

Developers 
Conference

Focus Areas: 
Newer FF, Gen2

Jun ’04:
PCI-SIG 

Developers 
Conference

Focus Areas: 
Newer FF, Gen2

Apr ‘04:
PCI-SIG 

CW38 TW

Apr ‘04:Apr ‘04:
PCIPCI--SIG SIG 

CW38 TWCW38 TW
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0-In Design Automation
3B-Elektron
3Com Corporation
3Dlabs
Abit Computer Corporation
Absolute Analysis
ACARD TECHNOLOGY CORP
Accolade Technology Inc
Acer, Inc.
Actel
Actiontec
Acunia
Adaptec, Inc.
ADLINK Technology
AdMOS GmbH
ADMtek
Advanced Micro Devices, Inc.
Advantage Century Telecomm. 
Advantech Co., Ltd.
Aeluros
Ageia
Agere Systems
Agilent Technologies
AKM Semiconductor
ALD Technology Ltd
ALi Corporation
Alienware Corporation
Alpha Data Parallel Systems
Altera Corporation
Ambitech, Hunter Technology
American Predator Corp
Amphenol
Ample Communications Inc
Analog Devices
Analog IP Inc.
Apple Computer
Arima Computer Corporation
Asanté Technologies, Inc.
ASIC ARCHITECT
ASIX
AST Ltd.
Astute Networks, Inc.
ASUSTek Computer, Inc. 
Atheros Communications
ATI Technologies, Inc.
Attansic Corp.
ATTO Technology, Inc.
Aurora VLSI, Inc.
Avery Design Systems
Banderacom, Inc.
BARCO
Bio-Imaging Research
BitBlitz Communications
Bitwise Systems
BizLink Technology, Inc.
Boeing Company
Brainboxes Limited
Brand Innovators BV
Broadcom Corporation 

Bull S.A.
BVM Ltd
C-DAC
Cadence Design Systems
Canon Inc.
Canon Information Systems 
Cascade Semiconductor
CAST, Inc.
Catalyst Enterprises,
Cavium Networks
Celestix Networks Pte 
Central Syaytem Research 
Chenbro Micom Company,
Chipidea
Chrontel Inc.
Cisco Systems, Inc.
Colorbus Aust
COMMLOGIK
Composite Tooling
Comptex Pty Ltd
CATC
Conexant
Consensys Corp.
CONTek
ControlNet (India) Pvt.
Cosmosent Technologies, 
CourtSmart Digital Systems
Courtyard Electronics Lmtd
CPLab
CPO Technologies Corp
Cray Inc.
Creative Labs
Credence Systems Corp
Crossroads Systems, Inc.
CSS Laboratories, Inc.
Cypress Semiconductor Corp
Daisy Technologies, Inc.
Data Transit
Data Translation
DCM Technologies Ltd.
Dell Computer
Denali Software
Design Gateway Co., Ltd.
Devon Energy Corporation
Digeo
DY4 Systems
Egenera
eInfochips
Electronics for Imaging
Elta Systems
Eltan B.V.
EMC Corporation
EmSyS - Larsen & Toubro
Emulex Corporation
Envara
Epson Corporation
Équipe Communications Corp
ETAS
ETRI
Eureka Technology Inc.
Evans & Sutherland 

Exanet Technologies 
Finisar Corp.
Fintek
First International Computer
Fishcamp Engineering
Flextronics
Force Computers, Inc.
Fortinet , Inc
Foundertech Information Syst.
Foxconn Electronics, Inc.
Framatome Connectors Intl
Fremont Systems Inc
FTD PL India
Fuji Xerox Co., Ltd.
Fujitsu
Fujitsu Siemens Computers
Fulcrum Microsystems
Gateway, Inc.
Gauß Computer Systeme GmbH
GDA Technologies, Inc.
General Dynamics Canada
Genesys Logic America, Inc.
Gigabyte Technology Co., Ltd.
globespanvirata Company
Goyatek Technology, Inc.
Hangzhou C-Sky Microsystems
HCL Technologies, Ltd.
Hercules
Hewlett Packard
Hewlett-Packard Co.
Hifn, Inc.
Highwater Designs, Ltd.
HiNT Corp.
Hitachi, Ltd.
HK Meßsysteme GmbH
Huawei Technologies Co. Ltd.
Hynix Semiconductor Inc.
Hyundai AUTONET Co., Ltd.
IBM
ICTV Inc.
Indigo Systems Corporation
Infineon Technologies AG
InfiniCon Systems
Infortrend Technology, Inc.
Innologic Systems
Innovative Design Solutions
Innovative Semiconductor
InovaComputers GmbH
Inphi Corp
inSilicon
Integnology Corporation
Integrated Device Technology
Intel Corporation
Intellimetrix
Interagon AS
Interface Masters, Inc.
International Rectifier 
Internet Machines
Interphase Corporation

Intersil Corporation
Inventec Corporation
iwave systems technologies
Iwill Corporation
Jmicron Technology Corp.
JNI
JustEzy Technology Inc.
K.K.ROCKY
Kawasaki LSI
Kawasaki Microelectronics
Kendin Communications
Kontron America
KPIT Cummins infosystem 
L3 Communications
Lamprey Networks, Inc.
Langchao Group
LARSEN & TOUBRO LIMITED
Lattice Semiconductor Corpo
LeCroy Corporation
Leda Systems, Inc.
Legend Group, Ltd.
LG Electronics Inc.
liteonit
LSI Logic Corporation
LTX Corporation
LyCOM Technology, Inc.
LynuxWorks
Magma
MAI Logic Inc.
Marconi
Marvell Technology Group
MathStar
Matrox Graphics, Inc.
MAXDATA Systeme GmbH
MaXXan Systems
MBDA (UK) Ltd
Mellanox Technologies
Memec Design
Mentor Graphics Corporation
Merging Technologies
Micro Memory Inc.
Micronas Semiconductors Inc.
MicronasNIT
Microtronix Datacom Ltd. 
MindShare. Inc.
Mission Research Corporation
Mitac International Corp.
Mitsubishi Electric Company
Modelware, Inc.
Molex Incorporated
Moschip Semiconductor Technology
Motorola
MPS
MSI Computer Corporation
Myricom, Inc.
Nallatech
National Instruments Corporation
National Semiconductor
NEC Computertechno,Ltd.
NEC Electronics, Inc.
NetChip Technology, Inc.

NetDevices , Inc.
NewTek
Nexio Systems, Inc.
NextIO
NitAL Consulting Services, Inc.
nReady Netware Ltd
nSys, Inc.
NurLogic Design, Inc.
Nuvation
NVIDIA Corporation
Oleante
Omicron Ceti AB
Optellios
Optima Computer Technology
OSA Technologies
PalmCom
Paradigm Works
Park Controls and Communications
ParthusCeva
Patni Computer Systems Ltd.
Perfectus Technology
Performance Technologies
Pericom Semi Corp
PetaLynx Corp.
Petaswitch Solutions
Philips Semiconductors NA
PLDApplications
Pletronics, Inc.
Plexon, Inc.
Plexus
PLX Technology, Inc.
PMC-Sierra, Inc.
Promise Technology
Proteam Computer Corp.
Providenza & Boekelheide
PTS Software bv
QLogic
Qualis, Inc.
Quanta Computer, Inc.
QuestTech Consulting, Inc.
QuickLogic
Raster Technolodgy Co. Ltd
Raza Foundries
Realtek
Redswitch, Inc.
Research Tech Inc
Rhapsody Networks, Inc.
Ricoh Company, Ltd.
S3 Graphics, Inc.
Samsung Electronics Co
Sanmina-SCI
Sasken Communication Tech.
SBS Technologies
Scientific-Atlanta, Inc
ServerWorks
Siemens, AG
Sigma Designs, Inc.
Silicon Bridge, Inc.
Silicon Forest Research, Inc.
Silicon Graphics Inc.
Silicon Image
Silicon Integrated Systems Corp

Silicon Laboratories
Silicon Logic Engineering, Inc.
Silicon Spectrum Inc.
SMSC
Snowbush Microelectronics
Socle Tech. Corp.
Soft Mixed Signal Corporation
Solid Silicon Technology
Sony Computer Entertainment
Spectra-Strip Cable Products
Spike Technologies Pvt. Ltd.
SRC Corporation.
Standard Microsystems Corp
StarGen, Inc.
StarLink Electronics Corp.
STMicroelectronics
Storage Computer Corporation
Stratos Product Development 
Sun Microsystems, Inc.
SuperMicro, Inc.
symetrics industries, 
Synopsys, Inc.
Synplicity
Taiwan Mycomp Co
Tarari, Inc.
Tateno Dennou,Inc.
TDK Corporation
Tektronix, Inc.
TeraChip
TeraRecon, Inc.
Texas Instruments, Inc.
The LogicWorks
Thyamad Consultoria ltda
Tokyo Electoron Device LTD
Top Yang Technoloby Ente.
Topspin Communications
Toshiba
TransEDA PLC
TriCN
Trident Microsystems, Inc.
TSMC
Tundra Semiconductor Corp
Tyan Computer Corporation
Tyco Electronics
Unisys
Uniwill Computer Corp
Verisity Design, Inc.
VIA Technologies, Inc.
Vista Controls Corp
VMETRO asa
VMIC
Vocord
Wavecrest Corporation
Wistron Corporation
Xeikon International
Xener Systems
Xilinx, Inc.
XIOtech Corporation
Xyratex
ZettaCom
ZUKEN Inc.
Zytera Systems 

ChipsetsChipsetsChipsets

SwitchesSwitches

BridgesBridgesBridges

Test 
Equipment

Test 
Equipment

FPGAFPGAFPGA

ASICsASICs FoundriesFoundriesFoundries

IP 
Verification

IP 
Verification

IP CoresIP CoresIP Cores

GraphicsGraphicsGraphics

PCIe Ecosystem
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Spec Development
Compliance/
Promotion

Market
AdoptionEnabling

Exploration/ 
Planning

••PCI Express Base 1.0aPCI Express Base 1.0a
••PCI Express Card 1.0aPCI Express Card 1.0a
••Mobile Graphics Low PowerMobile Graphics Low Power
••ExpressCardExpressCard* 1.0* 1.0

••PCI ExpressPCI Express--toto--PCI/PCIPCI/PCI--X Bridge 1.0X Bridge 1.0
••PCI Express Mini Card 1.0PCI Express Mini Card 1.0
••ATCA* 3.4ATCA* 3.4

••Server Module v0.5Server Module v0.5
••Pro Graphics v0.7Pro Graphics v0.7
••Cable Cable –– WIPWIP
••ATCA Mezzanine Blade Module ATCA Mezzanine Blade Module –– WIPWIP

PCIe Specification RoadmapPCIe Specification Roadmap

••Gen2 Gen2 -- RequirementsRequirements
••Wireless Card Wireless Card -- ProposalProposal

Mature Specifications & Compliance Program; Continuing Technology DevelopmentMature Specifications & Compliance Program; Continuing Technology Development
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SummarySummary
§ PCI Express Architecture

ü Base & Card 1.0a compliance checklists, test considerations and test 
software available from PCI-SIG

üCompliance test boards available from PCI-SIG
ü PCIe 1.1 specification (consolidated errata and ECNs) on the way
ü ExpressCard* 1.0 specification and design checklist available from 

PCMCIA
üOther FF enhancements/extensions in progress

– Server I/O module, Pro Graphics, Cable, etc

§ Taiwan Compliance Workshop
ü Planned for April 04 in Taipei
üMore workshops being planned in US & Taiwan

§ PCI-SIG Developers Conference: June 04, SJCC
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AgendaAgenda
9:00 PCIe Overview Neshati

9:45 PCIe Physical Layer Schoenborn

12:00 LUNCH

1:00 PCIe Configuration & Software Cowan

2:45 BREAK

3:00 PCIe Compliance Tools Choate/Froelich

5:00 Q&A

5:15 BREAK

5:30 Compliance Workshop Orientation Neal/Kelley, et al
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ObjectivesObjectives
§ Common goals
üBuild on PCI’s success
ü Interoperable PCI Express products
üHigh value, low cost

§ Spec balance
üUnder-specifying leads to products not interoperating
üOver-specifying leads to higher product costs without 

additional value

Work with the PCI-SIG to meet this balanceWork with the PCI-SIG to meet this balance
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TopicsTopics
§ PCI Express Phy specification

§ Phy design basics

§ Reference Clock design

§ Board Design

§ Jitter

§ Phy validation
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PCI Express SpecificationsPCI Express Specifications
§ Unambiguously describe how 

PCI Express interfaces behave
ü Interoperable products
ü Vibrant competitive market

– Encourage multiple 
implementations

§ State what must be done 
without stating how to do it
ü Specify the interface behavior

Do not specify how to implement
Do not specify the system it 
operates in

Describe 
Implementations

Describe 
Behaviors

CostCost
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PCI Express Physical LayerPCI Express Physical Layer
§ PCI – PHY is digital in nature
üParallel multi-drop bus
üBits, a clock, setup and hold times…

– We essentially ignored jitter

§ PCI Express – PHY is analog in nature
üBased on serial technology
üTechniques developed by the communication industry

§ A transition for microprocessor based systems
üMicrowave theory/physics challenges dominate
üTwo PLLs communicating directly
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PHY Layer Design BasicsPHY Layer Design Basics
§ Logical Functions
ü Encoding/decoding/scrambling
ü Reset, initialization, De-skew
ü Built in Test Modes
ü Configuration: 

– Speed, Link width, Lane mapping, 
Polarity

ü Link Power management

§ Electrical Functions
ü Transmitter/Receiver
ü Clocks/PLLs, Clock/Data Recovery

PHY layer upgrades do not affect upper layersPHY layer upgrades do not affect upper layersPHY layer upgrades do not affect upper layers

SoftwareSoftware

MechanicalMechanical

Data LinkData Link

TransactionTransaction

PhysicalPhysical

LogicalLogical

ElectricalElectrical



Copyright© 2004 by PCI-SIG
All Rights Reserved
PCI-SIG Confidential

21

Pictorial SummaryPictorial Summary

+
-

50Ω 50Ω 50Ω 50Ω

V

No
Spec Logic

Transmission-Line

Transmission-Line

Clock
Source

Clock
Source

+
-

50Ω50Ω50Ω50Ω

V

No
SpecLogic

Transmission-Line

Transmission-Line

Clock
Source

Clock
Source

AC Coupling

Hot Attach/Detach

Emphasis on Low Power

Error Behavior/Recovery

0 V Common Mode at Rx pins

ESD, EMI, Noise Suppression

Testing and Debug
Initialization and

Configuration

Receiver
Detect

Receiver 
Detect
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Electrical SpecsElectrical Specs
TransmitTransmit

ReceiveReceive

0.4V Min
0.6V Max

First
Transition

0.70 UI

1.30 UI

1.60 UI

0.40 UI

0.0875V Min
All Bits

0.266V Min
0.4V Max
All Non-

Transitions

All Bits

All Bits

Channel
UI = 400 psec

0 1 1 0 0

0 0 01 1

PCI Express De-Emphasis was designed to be 
optimized timing and voltage margin for a worst 

case channel loss and still provide adequete
margin for the best case channel loss
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LTSSM*LTSSM*

* Link Training and 
Status State Machine
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If a spread spectrum clock (SSC) is used to 
modulate the data rate then both ports in a link 
must use the same modulated clock source

If a spread spectrum clock (SSC) is used to 
modulate the data rate then both ports in a link 
must use the same modulated clock source

Clocking OptionsClocking Options

§ All lanes within a port must 
transmit data using one frequency

§ The ports at each end of a link 
may transmit data at slightly 
different frequencies
ü Tolerance = ±300 ppm each

ElectricalElectrical

ElectricalElectrical

TX/RX TX/RX

RX/TX RX/TX

Reference Clock

If S
S

C
th

en
 o

n
e 

referen
ce 

clo
ck

General General 
Purpose Purpose 
Reference Reference 
ClockClock
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Physical Layer StatusPhysical Layer Status
§ Logical and electrical specifications are mature
üWe are continuing to answer questions but no 

comments

§ Compared to where we were 1 year ago

We should feel proud of our success

Not yet, but we are making progress

§ Are we done?
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Our Physical Layer ChallengesOur Physical Layer Challenges
§ Increase our industry knowledge base
üWhat tradeoffs should we make?

– Tx, Rx implementations
– PLLs; construction and number
– Clock distribution (both on-chip and off-chip)
– Channel construction
– Clock and data recovery algorithms
– Voltage and jitter budget allocation
– Test, debug, validation
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Reference Clock DesignReference Clock Design
§ Not a part of the PCI Express base specification
ü The clocks implied by the base spec are generated 

from Reference Clock

ü REFCLK specified in Form Factor specifications
ü This talk targets the Card Electro-Mechanical Spec.

PLLPLL

DIVDIV--2525

XMTXMT
BufferBuffer

XMT_CLKXMT_CLK

REFCLK+REFCLK+

REFCLKREFCLK--
D+D+

DD--

2.5 MT/s 2.5 MT/s ±±300 300 ppmppm

SSC:  30SSC:  30--33 KHz, 33 KHz, -- 0.5%0.5%
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Reference Clock BackgroundReference Clock Background
§ Common platform clock at 100 MHz ±300 

ppm 
ü Future process friendly
üDifferential clock

– Typically CML
– Existing low-cost technology

ü Low swing (0.7 volt nom., single-ended)
üGround referenced 
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Reference Clock DistributionReference Clock Distribution
§ Distributed to Root Complex and all connectors

ü Point to point routing
ü No need of matched routes (matched clock phase)

RRSS

ZZCC--DCDC

Source Term.Source Term.
RootRoot

ComplexComplex
DevicesDevices

ConnectorConnector

Source Source 
Term.Term.

PCIPCI
ExpressExpress
DeviceDevice

Source 
Term.

Source Source 
Term.Term.

PCIPCI
ExpressExpress
DeviceDevice

Source 
Term.

Source Source 
Term.Term.

PCIPCI
ExpressExpress
DeviceDevice

Riser CardRiser Card

Down DeviceDown Device

PCIPCI
ExpressExpress
ClockClock

GeneratorGenerator
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Reference Clock (cont.)Reference Clock (cont.)

§ Base spec requires tracking of modulated Data.   
Spread Spectrum Clocking (SSC) .
üData can be modulated:  

– 0.5% downspread at 30-33 KHz
– Triangular or “Hershey-Kiss” profile

§ Add-in cards are not required to use the 
REFCLK 
üBUT, must receive and transmit with same SSC as 

PCI Express connector REFCLK
üCan’t use ONLY a local oscillator on the card.    

§ Devices on the motherboard follow Add-in Card 
rules.
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Reference Clock Usage Reference Clock Usage 
C

L
K

 G
E

N

Root
Complex

End
Point

Graphics

End
Point

MB Down
Device

OSC

100 MHz
±300 PPM

Differential
SSC

Devices on MB follow Add-in Card rules.

DATADATA

REFCLKREFCLK

REFCLKREFCLK

REFCLKREFCLK REFCLKREFCLK

DATADATA

DATADATA

DATADATA
P

C
Ie

C
on

n.
P

C
Ie

C
on

n.
P

C
Ie

C
on

n.
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SSC Across the Platform SSC Across the Platform 

RootRoot
ComplexComplex

EndEnd
PointPoint

BRIDGEBRIDGE

C
L

K
 G

E
N

C
L

K
 G

E
N

PCI DevicePCI Device

EndEnd
PointPoint

OSC

OutsideOutside
WorldWorld

= SSC 
DOMAINOSC

OSCOSC
GraphicsGraphics

P
C

Ie
C

on
n.

P
C

Ie
C

on
n.

P
C

Ie
C

on
n.
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Topologies SimulatedTopologies Simulated
§ GOAL:  Assure existence of a robust solution 

space

§ Topologies from CEM that were studied:

üDevice down on the Motherboard

üCEM with one connector

üCEM with a riser card and 2 connectors

üCEM with one connector and add-in card termination
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ModelsModels
§ Nom. 100 Ω diff. trace models with ±20% Max and Min 

corners

§ Tuned clock generator driver model to cover CEM Clock

§ Foxconn PCI Express connector

§ Example solution space sweep matrix:

50 Ω±1%49.5 Ω50.5 ΩRC-DC1, RC-DC2

33 Ω±5%31.35 Ω34.65 ΩRS1, RS2

1.5 pf – 3 pf load, diff variance 0.25 pf.  Wirebond & 
Flipchip packageXXRX & Package

Swept in 0.2" increments (1" - 15" total length)0.2"3.0"L4, L5, L6, L7, L8

0.2"L2, L3
Coupled Golden Channel transmission line models.  
Target 100 Ω ± 20% differential

0.5"L1

NotesMinMaxElement
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Down Device TopologyDown Device Topology

L1 L3

L4

Clock TX & 
Package

RS1

RS2

RC-
DC2

RC-
DC1

L5

Via Via

L7

Via Via

RX & 
Package

L6 L8L2

Board trace impedance switchedBoard trace impedance switched
from min to max at each via.from min to max at each via.

§ For Root Complex and other motherboard 
devices without connectors
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CEM Connector TopologyCEM Connector Topology

L2 L3

ConnectorClock TX 
& Package RX & 

Package

RS1

RS2

L10 L11L9

From Down Device Topology Via Via

RC-
DC2

RC-
DC1

L1

PCI Express CardMotherboard
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CEM Riser Card Solution 
Space
CEM Riser Card Solution 
Space

L1 L2 L3

Connector
Clock TX 
& Package

RX & 
Package

RS1

RS2

L10 L11

PCI Express Card

L9

From Down Device Topology Via Via

Connector

Riser Card

L12

Motherboard

RC-
DC2

RC-
DC1

§ Riser Card adds second connector
ü Riser belongs to motherboard budgets
ü REFCLK specs checked at connector on riser into standard load
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§ Receiver Terminations (50 Ω) added 

Receiver  REFCLK TerminationReceiver  REFCLK Termination

L2 L3

ConnectorClock TX 
& Package

RX & 
Package

RS1

RS2 From Down Device Topology

L10 L11L9

Via Via

L13

RT1 RT2RC-
DC2

RC-
DC1

PCI Express 
Card

Motherboard

L1
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Min. Edge Rate Example
- Source and Receiver Terminated

Min. Edge Rate Example
- Source and Receiver Terminated

One Connector TopologyOne Connector Topology
(Differential Signals)(Differential Signals)
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Edge Rate Vs. Length Edge Rate Vs. Length 
Source termination onlySource termination only

Receiver terminationReceiver termination

One Connector TopologyOne Connector Topology
(Differential Signals)(Differential Signals)
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§ Simulations show solution space to 16” total interconnect 
length.
üThere are a few short riser card cases that fail for low slew rate

üVerification of clock topology is required

§ Recommending 4” max trace length on add-in card
üConsistent with Data trace recommendations in CEM Spec

§ Receiver Termination allowed
üSlew rate and clock swing cut in half
üDesigner should check for impact on input jitter

CEM REFCLK Topology 
Summary
CEM REFCLK Topology 
Summary
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Board DesignBoard Design

§ Background 
§ Layout considerations 
§ Simulations 
§ Summary 
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Bus TopologiesBus Topologies

§ PCI common clock 
üMeet setup/hold timing
üMulti-drop parallel I/O 

§ AGP source synchronous
üMatch all data to strobe
üSingle strobe, multiple data

§ PCI Express serial differential
üPoint-to-point, match per data pair only
üLonger route, creative device placement

C
O

N
N

MCH

C
O

N
N

MCH

C
O

N
N

MCH

CLK

C
O

N
N

133MT/s

533MT/s

2.5+GT/s

Point-to-point routing is straightforwardPoint-to-point routing is straightforward
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Serial differentialSerial differential
üAC coupled
üLane-to-lane 

de-skew
üPolarity 

inversion
üOn-chip 

equalization
üOn-chip 

terminations
TX Spec

Eye
RX 

Spec

UI = Unit Interval 400ps

TX

Baseboard

RXTX

P
C

I E
xp

ress
C

onnector RX

Add-in card

RX TX

AC caps

D+

D-

Transmitter & 
package

Receiver & 
package

0.7 UI

800 mV

0.4 UI

175 mV

Interconnect 
Loss < 13.2 dB
Jitter < 0.3 UI
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AGP8X Layout ChallengesAGP8X Layout Challenges

§ Data and Strobe must be 
length matched
üSerpentine routing is needed 

for length matching

§ Short Motherboard Trace 
Lengths
ü2”–6” max MCH to connector

§ Tight Timing Budget
üData-to-strobe timing skew

AGP Connector Strobe Data
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§ Trace length matching 
between pairs is not required
üEmbedded clock simplifies 

routing rules

§ GND reference preferred
üAvoid splits and voids

§ Use GND stitching vias when 
changing layers

§ Longer motherboard trace
ü12”+ possible

x16 PCI Express Connector
No trace serpentines

AC Coupling Caps

PCI Express makes layout easyPCI Express makes layout easy
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Manage loss and symmetry to meet budgetManage loss and symmetry to meet budget

Interconnect budgetInterconnect budget

§ Loss and Jitter are key parameters
§ Impedance is not as critical
§ Maintain differential pair symmetry
§ Design tradeoffs for PCB: component loss vs. trace 

length

0.3 UI13.2 dBTotal
2.5 dBImpedance mismatch

0.075 UI2.7 dBNear-end crosstalk
0.035 UI1.4 dBAdd-in card

0.19 UI6.6 dBBaseboard (connector and/or 
riser card)

JitterLossInterconnect
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Board DesignBoard Design

üBackground 
§ Layout considerations 
§ Simulations 
§ Summary 
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Stackup designStackup design

§ No new PCB 
technology 
required

§ Standard 4-layer 
stackup 0.062” 
thick PCB

§ Microstrip ½ oz Cu 
plated Ok

§ Stripline 1 oz Cu 
(6+ layers) Better

  Nominal 4-layer PCB Stackup 

ε r = 4.1, +/- 0.3 

ε r = 4.1, +/- 0.3 

1.4 mils 

1.9 mils 

1.2 mils  

Pre-preg 

Pre-preg 

4.4 mils 

47 mils 

L4 Signal 

L1 Signal 

L2 VCC 

L3 VSS 

Core 

1.4 mils 

1.9 mils 
4.4 mils 

1.2 mils  
Soldermask 

Soldermask 

Trace 
Spacing 

Trace 
Width 

62.4 
mils 

Follow simple layout rules & design tradeoffs Follow simple layout rules & design tradeoffs 
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§ Use wider trace width ⇒ Minimize loss 
§ Use wider traces for long routes
§ More pair-to-pair spacing ⇒ Minimize crosstalk 
§ Target differential Zo of 100 Ω ±20% 

h
20 mil5   7    5

h
20 mil5   5    5

Microstrip

Stripline

Tx

Tx

Tx

Rx

Non-interleaved Topology example

Interleaved Topology example

Trace Geometry & ImpedanceTrace Geometry & Impedance
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PCB material dominates loss PCB material dominates loss 
§ Stackup FR4 material
üCopper roughness ⇒ loss ↑
üThinner dielectrics ⇒ loss ↑

§ Non-homogeneous dielectric

üLocalized Zo variation due to 
material weave ⇒ loss ↑

§ Wide differential Impedance 
variation on µstrip
üEtching and Plating process ⇒

loss ↑

Resin Material

Glass Material

FR4 cross-section
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Trace lengthTrace length
§ Longer trace length ⇒ loss ↑
§ 0.25 to 0.35 dB inherent loss per inch for FR4 

microstrip traces
§ Limit motherboard trace to < 12 inches and 

add-in card trace to < 3 inches

-5.23dB

1.25GHz

20-inch line

VNA measurements for 
trace insertion loss  

freq

dB
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§ Match each differential pair per segment
üMatch overall length ≤ 5 mils
üSymmetric routing for each pair

Match 
near 
mismatch

Preferred 
matching

Alternative 
matching

≤ 45 mils

Trace Symmetry & MatchingTrace Symmetry & Matching
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Pin field breakoutPin field breakout
§ Use side-by-side breakout for package to 

maintain symmetry
§ Avoid tight bends

Side-by-side Best

Adjacent w/ small 
serpentine Ok

Adjacent w/ bend Fair

Diagonal routing Fair
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Reference planeReference plane
§ Full ground plane 

reference
§ Stitching vias

required for layer 
transition 

§ Clearance near plane 
void

§ Avoid trace over   
anti-pad

Plane Void

Gnd stitching via

Long trace routes
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§ Avoid tight bends
üNo 90° bends; impact to loss 

and jitter budgets

§ Keep angles >= 135° (a)
§ Keep minimum air gap
ü A >= 3x the trace width

§ Length of B and C  >= 1.5x 
the width of the trace

A

B

C
α

Bend Guidelines Bend Guidelines 
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AC coupling capsAC coupling caps

§ Size: 0402 best, 0603 ok
§ No 0805 size or C-packs
§ Symmetric placement

§ Cap Size: 0.1uF best
§ Cap location: 
üAlong Tx pairs on Motherboard
üAlong Tx pairs on Add-in card
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ConnectorsConnectors

§ New connector with standard 
PTH
§ Pinout optimized for differential 

routing
§ Loss & crosstalk part of 

baseboard budget
§ Connector sizes: x1, x4, x8, x16

Side B:
Tx

Side A:
Rx

D+
D-

D+
D-

Gnd
Gnd
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Card edge fingersCard edge fingers

§ Remove ref plane under edge fingers pads
üFor better impedance/loss performance

Layer 2 Reference Plane

Layer 3 Reference Plane

Outer Layer 
Differential Pair 
Signal Traces

Outer Layer 
Edge Fingers
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Test points & ViasTest points & Vias
§ Minimize Vias usage
üUp to 0.25 dB loss per via
üVia pad size ≤ 25 mil, hole size ≤ 14 mil

§ Put test points or LAI pads in series
üNo stubs
üProvide Gnd pads for single-ended probing

LAI pads

Gnd pads
Probe pads
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Board DesignBoard Design

üBackground 
ü Layout considerations 
§ Simulations
§ Summary 
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SimulationsSimulations
§ Simulations to maximize board solution space
üSimulation analysis using HSPICE, etc
üDielectric and conductor loss must be modeled

§ Simulate spec parameters
üCompliance Eye (Loss/Jitter)
üAC & DC common mode
üReturn Loss (for buffer/package)

§ Models
üBuffer, package, PCB (trace, via), connector
üWorst case ref channel

Perform simulations to maximize solution spacePerform simulations to maximize solution space
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Topology & modelingTopology & modeling
§ Multi-pair (2 aggressors, 1 victim) coupled 

models

§ Corner case PCB: impedance variations and 
non-homogenous effects

§ 8b/10b compliance data pattern in Spec
Aggressor  1100000101 0011111010  1100000101  0011111010  1100000101  0011111010 
Victim     1100000101 0011111010  1100000101  1100000101  0011111010  1100000101
Aggressor  1100000101 0011111010  1100000101  0011111010  1100000101  0011111010

PkgPkgTxTx RxRxPkgPkg ConnectorConnector

0.25” 0.25” –– 3”3”0.25” 0.25” –– 6”6”0.25” 0.25” –– 6”6”

AC capAC cap

BaseboardBaseboard AddAdd--in cardin card

victimvictim

aggressoraggressor

aggressoraggressor
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Spec vs. Product SimulationsSpec vs. Product Simulations
§ Spec simulations for generic board solution 
ü Tx to 50Ω load ~175mV

§ Product simulations for specific package 
ü Tx to Rx (die-to-die) pad margins

800mV800mV

800mV800mV 175mV175mV

TxTx PkgPkg AC CapAC Cap ConnectorConnector

PkgPkg RxRx

50 50 ΩΩ

BaseboardBaseboard CardCard

CardCardBaseboardBaseboard

Determine Determine 
pad marginspad margins

??
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Baseboard vs Card TX EyesBaseboard vs Card TX Eyes
§ CEM Spec for separate Baseboard vs Card 

budget
ü Baseboard Tx to 50Ω load

ü Card Tx to 50Ω load

800mV800mV
274mV274mV

TxTx PkgPkg AC CapAC Cap ConnectorConnector 50 50 ΩΩ

BaseboardBaseboard

800mV800mV514mV514mV

TxTxPkgPkgAC CapAC Cap50 50 ΩΩ

CardCard
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Baseboard vs Card RX EyesBaseboard vs Card RX Eyes
§ CEM Spec defines Baseboard vs Card input 

requirements
ü Eye for Baseboard Rx

ü Eye for Card Rx

238mV238mV

CardCard

445mV445mV

BaseboardBaseboard

RxRx PkgPkg ConnectorConnector

PkgPkg RxRx
Determine Determine 

pad eyepad eye

Determine Determine 
pad eyepad eye

??

??
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Compliance eye maskCompliance eye mask
§ Must meet compliance eye @ Rx pins
üMin Rx eye ⇒ 0.4 UI at 0 mV differential
üMin Vdiff-p-p at Rx ⇒ 175 mV
üAdd any Tx jitter not included in modeling

0mV
87.5mV

-87.5mV

0.2UI 0.2UI

Rx Eye

0.3UI

Tx Jitter

0.3UI0.2UI 0.2UI

Compliance Eye
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Data AnalysisData Analysis

Example parameters for worstExample parameters for worst--
case eye:case eye:
RX capRX cap = 1.3 = 1.3 pFpF
TX capTX cap = 1.3 = 1.3 pFpF
RX RX resres = 53 = 53 
TX TX resres = 53 = 53 
MB lengthMB length = 12" (with 250mil BO)= 12" (with 250mil BO)
Card lengthCard length = 4" (with 250mil BO)= 4" (with 250mil BO)
AC capAC cap = 200 = 200 nFnF
MB MB ZoZo = High ~113 diff Z= High ~113 diff Z
Card Card ZoZo = High ~113 diff Z= High ~113 diff Z
DeDe--emphemph = 3 dB= 3 dB
SwingSwing = 800 mV= 800 mV
Edge rateEdge rate = slow= slow
ViasVias = 6= 6
Driving direction = card Tx, MB RxDriving direction = card Tx, MB Rx

30% guard band for AC common30% guard band for AC common
mode (for fiber weave effects)mode (for fiber weave effects)
20% guard band otherwise20% guard band otherwise0.5 UI0.5 UI0.5 UI0.5 UI

Median Jitter

Eye mask

JitterJitter

§ Example eye diagrams at RX pin
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AC common modeAC common mode
§ Max AC common mode @ Rx < 150 mV peak 
üVAC-cm = |VD+ + VD-| ÷ 2  - VDC-cm

üVDC-cm = DC(avg) of | VD+ + VD-| ÷ 2

Example: 
50 mV 
peak
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Ref channel for RX simulationsRef channel for RX simulations
§ Return Loss spec is not sufficient to 

guarantee RX operability
§ Use Ref channel model for RX simulations
ü Calibrate T-line with ~13.2dB loss to 175mV at 

50Ω load
ü Use Spec TX (800mV swing, -3.5dB de-

emphasis, 0.3UI TX jitter)

Package design Package design 
under testunder test

29.6” 29.6” striplinestripline TT--lineline

5050ΩΩ

Spec TXSpec TX

Determine Determine 
pad eye for pad eye for 
RX designRX design

PkgPkg
175mV175mV

Example Ref Example Ref 
channel modelchannel model



Copyright© 2004 by PCI-SIG
All Rights Reserved
PCI-SIG Confidential

71

Board Design SummaryBoard Design Summary
§ PCI Express point-to-point layout is 

straightforward
§ Manage loss and symmetry in PCB to meet 

interconnect budget
§ Follow basic layout rules and design tradeoffs to 

implement typical topologies
§ Perform simulations to maximize solution space 

for complex topologies
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JitterJitter
§ Definitions

§ Transfer Functions

§ System Models

§ Application of system models
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Bit ErrorsBit Errors
§ Data Communication is a sampled system

ü The receiver samples the data using a clock
ü Bit Errors occur at the receiver when it incorrectly samples the data

§ Noise affects the sample
ü Noise is mainly crosstalk, reflections, thermal, etc

§ The sample position affects the quality of the sample
ü The goal is to sample at the time of the highest signal
ü Budgets are established by the PCI Express Specification for the Tx, 

Media and the Receiver
Bit Center

1

1

Z t( )

Q t( )

8 10
10.0 t

0 1 10
10

2 10
10

3 10
10

4 10
10

5 10
10

6 10
10

7 10
10

8 10
10

1

0

1

Rx Budget

Tx & Media
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Units of JitterUnits of Jitter
§ Time and Phase are used 

interchangeably to quantify 
jitter
ü T_ideal is the ideal period
ü T_measured is the jittered 

sample 

§ Difference in time is:

§ Difference in phase is:

§ The Conversion is simply:

measuredideal TTT −=∆

π2*
idealT

TPhase ∆=∆

ideal

measured
T

TPhase ππ 22 −=∆
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Measuring the Phase, P(t)Measuring the Phase, P(t)

§ Start by measuring the 
time intervals of the zero 
crossings of the 
differential signal

§ t_n has sinusoidal jitter 
added
ü Phase is n*2*pi plus a 

sinusoidal term

§ Ideal “T” is the perfect 
clock
ü The phase is a multiple 

of 2 pi

nT

ideal t

0ns

9.6ns

tn

1.6ns

6.4ns

8.0ns

9.6ns1.6ns 6.4ns 8.0ns0ns 3.2ns 4.8ns

3.2ns

4.8ns

(8 π)

(16 π)

(24 π)

(32 π)

(40 π)

(48 π)

A
bs

ol
ut

e 
P

ha
se

, s
, (

ra
di

an
s)

∞==Θ ,,1,0,2 Knnn π



Copyright© 2004 by PCI-SIG
All Rights Reserved
PCI-SIG Confidential

76

Phase Jitter (Φ) Phase Jitter (Φ) 

§ Also known as 
phase noise 
and 
accumulated 
Jitter
ü Can be seen in 

the frequency 
domain by a 
phase noise 
plot.

nT

nF  

9.6ns1.6ns 6.4ns 8.0ns0ns 3.2ns 4.8ns

0 ps

200 ps

-400 ps

-200 ps

(−2 π)

(− π)

(0 π)

(π)

(2 π)
400 ps

P
ha

se
 J

itt
er

, s
, (

ra
di

an
s)

∞=−=Φ ,,2,1, KnnTtnn
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Period Jitter (Φ’) Period Jitter (Φ’) 

§ Period Jitter
ü The period Jitter 

(Φ’) is the 
difference 
between the 
measured 
period and the 
ideal period 

§ Also is:
nT

nF  

'nF  'F  

P
ha

se
 a

nd
 P

er
io

d 
Ji

tte
r,

 s
, (

ra
di

an
s)

1.6ns 6.4ns 8.0ns3.2ns 4.8ns 9.6ns

0 ps

200 ps

-400 ps

-200 ps

(−2 π)

(− π)

(0 π)

(π)

(2 π)
400 ps

1
'

−Φ−Φ=Φ nnn

NnTtt nnn ,,2,1,)( 1
' K=−−=Φ −



Copyright© 2004 by PCI-SIG
All Rights Reserved
PCI-SIG Confidential

78

Cycle to Cycle Jitter (Φ’’) Cycle to Cycle Jitter (Φ’’) 

§ Cycle to cycle
ü The difference 

between 
consecutive bit 
periods 

§ Also is:

nT

nF  

'nF  'F  

n
''F  

P
ha

se
, P

er
io

d 
an

d 
C

yc
le

 to
 C

yc
le

 J
itt

er
, s

, (
ra

di
an

s)

1.6ns 6.4ns 8.0ns3.2ns 4.8ns 9.6ns

0 ps

200 ps

-400 ps

-200 ps

(−2 π)

(− π)

(0 π)

(π)

(2 π)
400 ps

Jitter types are different representations of the same data
Be specific about the representation you are using

Nnnnn ,,2,1,'
1

''' K=Φ−Φ=Φ −

Nntttt nnnnn ,,2,1),()( 211
'' K=−−−=Φ −−−
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Ideal Clock ErrorIdeal Clock Error

§ Estimating the ideal period is 
important

§ A slight error in T causes an error

§ Picture shows why an average 
over a small time is inaccurate

§ Record length must be much 
longer than lowest frequency to 
average the error out
ü Spread Spectrum Clock (SSC) is a 

dominant component at ~10 ns * 
sin(2* pi * 33 KHz * t)

§ Sufficient UI are required for 
calculating the ideal clock T
ü Other methods like windowing are 

effective but beyond the scope of 
this document

nT

Error in T

0ns

9.6ns

tn

1.6ns

6.4ns

8.0ns

9.6ns1.6ns 6.4ns 8.0ns0ns 3.2ns 4.8ns

3.2ns

4.8ns

(8 π)

(16 π)

(24 π)

(32 π)

(40 π)

(48 π)
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The Ideal Clock TThe Ideal Clock T

§ Calculating Phase Jitter 
against a recovered clock 
gives a warping of the ideal 
clock
ü This reduces the amount of 

phase jitter calculated 
ü The amount of warping 

depends on the recovered 
clock’s transfer function

§ As we shall see later, this 
follows the system behavior
ü Low frequency phase jitter is 

rejected by the recovered 
clock function

 

nT 

ideal t  

0ns 

9.6ns  

t n 

1.6ns  

6.4ns 

8.0ns 

9.6ns 1.6ns 6.4ns 8.0ns 0ns  3.2ns 4.8ns 

3.2ns 

4.8ns 

(8 π)  

(16 π) 

(24 π) 

(32 π) 

(40 π) 

(48 π) 

warped  t 

The Clock Recovery Function Changes 
the Phase Jitter Measurement
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Phase Transfer 
Functions of a PLL
Phase Transfer 
Functions of a PLL

§ Ignoring harmonics, the input signal to a PLL is

where Pin(t) is the input phase signal as previously described and is the state 
variable of the PLL

§ The output from a PLL is 

where Pout(t) is the output phase.

§ The PLL has a phase transfer response, h(t), given by 

( ))(sin)( tPtAtV inininin += ω

( ))(sin)( tPtAtV outoutoutout += ω

)(
)(

)(
sP
sP

sH
in

out=Laplace Transform ->)()()( tPthtP inout ⊗=
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PLL Based DRC ModelPLL Based DRC Model

u1x1

f(x1...xn
)

Rx PLL

-

W_1(s)

W_2(s)

Y(s)

u1x1

f(x1...xn)

Clock Reference

H_1(s)

u1x1

f(x1...xn)

TX PLL

X(s)

H_2(s) ( ))(1)()( 21 sHsHsH t −=

-

W_1(s)

W_2(s)

H_1(s)

H_2(s)

u1x1

f(x1...xn)

TX PLL

u1x1

f(x1...xn
)

Rx PLL

W_3(s)
u1x1

f(x1...xn)

Phase Alignment

H_3(S)

u1x1

f(x1...xn)

Clock Reference

X(s)
Y(s) )(3))()(()( 21 sHsHsHsHt −=

Digital DRC System ModelDigital DRC System Model

System Math ModelsSystem Math Models
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Delay ModelDelay Model

§ Delay transfer function models into the system
ü The phase delay is given by (L1 + L2) – L3
ü This is modeled by exp(-s * t_delay)

Receiver in
Chip #2

u1x1

f(x1...xn)

PLL
x25

Q

Q
SET

CLR

D

u1

x2

x1
f(x1...xn)

Phase Alignment

Transmitter
Chip #1

u1x1

f(x1...xn
)

PLL
x25

y_1

y_2
w_4

L.1

L.2
L.3

Reference
Clock



Copyright© 2004 by PCI-SIG
All Rights Reserved
PCI-SIG Confidential

84

Digital DRC Based Transfer FunctionDigital DRC Based Transfer Function

§ The difference function 
includes an arbitrary 
phase delay not to 
exceed 30 ns
ü The delay “un-

correlates” the 
clock/data and closes 
the eye

§ This can be estimated 
with 2x multiplier of 
H1(s)-H2(s)
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Model Applied to Measured DataModel Applied to Measured Data
§ X(s)

ü The input spectrum can be 
measured by measuring a 
clock and applying the jitter 
definitions to get the phase 
jitter

ü The phase jitter signal is 
then transformed into the 
phase jitter spectrum, X(s)

§ H(s)
ü The models presented here 

give Ht(s), the bounding 
function, including the delay

§ Y(s)
ü Y(s) =X(s) * H(s)
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Eye Closure at the Sampling Flop – One MethodEye Closure at the Sampling Flop – One Method

§ The inverse transform of Y(s) gives the eye closure in 
the time domain, y(t)
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Multiple Variable Problem   Multiple Variable Problem   
§ Difference function dominated by Tx, Rx and Phase Interpolator

ü PLL bandwidth difference
ü PLL peaking

§ Reference clock noise spectrum as seen at Tx and Rx
§ Any noise under the difference function can cause phase jitter

A B

§ 3 Danger Areas (7-22 MHz shown) 
ü Between “A” and “B” ref clock jitter 

gets multiplied
ü Left of “A” rolls off
ü Right of “B” rolls off

§ Changing Tx, Rx below 7 MHz 
increases width of danger areas
ü Width and Amplitude 
ü Impact varies with clock spectrum
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Design ChecklistDesign Checklist

ü Understand and control the noise in the 
sensitive clock area
ü Select the appropriate clock source to 

minimize channel jitter for your design
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3 Stages of Serial Link Physical Layer 
Validation

3 Stages of Serial Link Physical Layer 
Validation

1. Electrical Specification Compliance
ü Measure timing and voltage margins, and compare against spec.

– Primary Tool – Measurement Equipment
– Failing Symptoms - Link won’t train reliably, failing Loopback.Master 

tests through a  Loopback.Slave, and the Link should be extremely 
flakey.

2. Link Stress Link Validation
ü Look for intermittent or functional failures during system stress while 

testing all Link Features
– Primary Tool – Logic Analyzer and Config Registers
– Failing Symptoms – Periodic Link failures, Link Retraining, Link 

Recovery.

3. Functional BER EYE Margining Validation
ü Validate the Link has necessary timing and voltage margin as 

measured by BER
– Primary Tool – Functional Loopback Applications 
– Failing Symptoms – Doesn’t Pass required BER mask.

This presentation focuses on step 1 only
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Electrical Validation Key MessagesElectrical Validation Key Messages
§ Electrical Validation requires recovering a clock.
üNo strobe to compare the data against since the clock is 

embedded.
üThe recovered clock model can be made to look like the RX clock 

recovery.
§ Any serial data measurements without explicitly listing 

the recovered clock model are meaningless!
üMeasurements on the same data can vary by >>2x.
üCurrently not all scopes provide this data readily.

§ Electrical Measurement need to be close to the first 
validation test performed.
üPCI Express Links can hobble along functionally due to error 

correction with out of spec electrical parameters.
üProduct validation efforts can go on for weeks chasing logical 

bugs when the real problem is jitter.
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General Electrical Validation 
Flowchart

General Electrical Validation 
Flowchart

Acquire a sufficient amount 
of compliance data 

measurements

Isolate the 
problematic jitter 

sources.

Does data pass compliance*?

Done

Attempt a fix

Start

yes
no

* Compliance is a 
generic term to cover 
a SIG or DV test(s).
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Electrical Validation SetupElectrical Validation Setup

§ Measure Electrical Parameters Using 
Compliance Pattern and a 50ohm 
measurement equipment
üThe PCI Express specification requires that all 

devices output the compliance pattern for EV.
– The compliance pattern is transmitted by simply 

Connecting 50 Ohm Probes to one of the TX pairs while 
making sure a corresponding RX pair stays quiet.

Device 
under 
test

TX

RX

50 Ohm 
Measurement 
Load 

RX pair is cut 
and passively 
loaded or left 

open

interconnect
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Electrical Validation SetupElectrical Validation Setup
§ Two Electrical Validation Components are 

available through the PCI SIG to simplify 
measurements*.

1. Compliance base board – Allows for testing of add in 
cards at the connector (upstream devices).

2. Compliance add in card – Allows for testing of 
motherboard devices (downstream devices).

§ Components can be ordered from PCI SIG website at 
http://www.pcisig.com/specifications/pciexpress/compliance/compliance_library

* - Currently applies only to the CEM form factor.
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Different Clock Recovery 
Models Change the Results
Different Clock Recovery 
Models Change the Results

§ Using the same raw data 2 
jitter measurements using 2 
different clock recovery models 
show a 4x difference.
ü Both are correct!

Pk to Pk Jitter = 394ps

Pk to Pk Jitter = 100ps
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The Recovered Clock Acts Like a 
High Pass Jitter Filter On the Data
The Recovered Clock Acts Like a 
High Pass Jitter Filter On the Data

§ Voltage and timing information above the 
recovered clock cutoff frequency is included in 
the measurement

§ Voltage and timing information below the 
recovered clock frequency is attenuated
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Example of how the Recovered 
Clock Used Changes the Data.
Example of how the Recovered 
Clock Used Changes the Data.

PLL Recovered Clock model 
500Khz cutoff with a 

20db/dec rolloff

Pk to Pk Jitter = 394ps

PLL Recovered Clock model 
10Mhz cutoff with a 

20db/dec rolloff

Pk to Pk Jitter = 100ps
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How do we test a component with the PCI 
Express Clock Recovery Model?
How do we test a component with the PCI 
Express Clock Recovery Model?

§ There is free PCI Express software to test for 
compliance, and some scopes are also 
adopting this model of clock recovery
ü Software can be obtained from the PCI SIG website
ü Some scope manufacturers are building the 

compliance check into their hardware.
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How do we test a component with the PCI 
Express Clock Recovery Model?

How do we test a component with the PCI 
Express Clock Recovery Model?

§ There is free PCI Express software to test for 
compliance, and some scopes are also 
adopting this model of clock recovery.
ü Software can be obtained from the PCI SIG website
ü Some measurement manufacturers are building the 

compliance check into their hardware.
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Need to Continue to Work with 
Measurement Equipment Manufacturers

Need to Continue to Work with 
Measurement Equipment Manufacturers

§ It absolutely necessary for us to have all 
measurement equipment to be able to allow the 
user to control and understand the clock 
recovery models being used in processing the 
measured data.
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Electrical Compliance 
Conclusions

Electrical Compliance 
Conclusions

§ Electrical Validation requires recovering a clock 
before any measurements are made.
üOne must understand the clock recovery model to 

understand the data.

§ Compliance Boards and Software is available at 
http://www.pcisig.com/specifications/pciexpress/compliance/compliance_library
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AgendaAgenda
9:00 PCIe Overview Neshati

9:45 PCIe Physical Layer Schoenborn

12:00 LUNCH

1:00 PCIe Configuration & Software Cowan

2:45 BREAK

3:00 PCIe Compliance Tools Choate/Froelich

5:00 Q&A

5:15 BREAK

5:30 Compliance Workshop Orientation Neal/Kelley, et al
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Getting The Fundamentals 
Right…
Getting The Fundamentals 
Right…

§ Configuration Space
§ Interrupts
§ Power Management
§ Power Negotiation
§ Boot Considerations
§ Robustness Guidelines
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PCI Express
Extended

Configuration
Space

(Not available
on legacy OS)

PCI-Compatible 
Configuration

Space 
(Available on
PC-compatible
platforms with

legacy OS
via CF8/CFC)

Extended 
configuration space 
for PCI Express  
parameters 
capabilities
(First extended 
capability begins at 
offset 0x100)

PCI Express 
Capability Structure

0

0x100

0x1000

PCI 2.x Compatible 
Configuration 
Header

0x40

Configuration SpaceConfiguration Space
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Configuration Space –
Key Points
Configuration Space –
Key Points

§ PCI-Compatible and Extended Config Space
§ Do not rely on Extended Config space to be available in 

legacy environments
ü Extended Configuration Space access may not be available 

in legacy OS scenarios
ü If access to Extended Configuration Space elements is 

really needed, design for aliasing elements through a BAR 
or PCI-Compatible Configuration Space region

§ Note that registers critical to device functionality are all 
located in PCI-Compatible Configuration Space
ü PCI Express Capability Structure located below 256 bytes
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Configuration Space –
Key Points
Configuration Space –
Key Points

§ Specification defined capabilities are for system software 
use 
ü Device-specific software should rely on OS services for 

access to these registers
ü Writes to spec-defined capabilities are not recommended for 

software other than system software (firmware / OS)
– Improper use can cause upgrade problems during OS migration

§ Recommend that device-specific registers be located in 
BAR regions
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InterruptsInterrupts
§ PCI Express supports three interrupt mechs:
ü INTx: level triggered
ü MSI: edge triggered
ü MSI-X: edge triggered; newly added via ECN

§ INTx, MSI, & MSI-X are mutually exclusive
ü Enabling MSI or MSI-X disables INTx
ü SW is prohibited from enabling MSI & MSI-X concurrently
ü MSI/MSI-X are not controlled by (INTx) interrupt disable bit
ü MSI/MSI-X messages are memory write requests and can be 

disabled by clearing the BME (Bus Master Enable) bit
ü MSI/MSI-X/INTx interrupts can only be signaled in D0 state
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InterruptsInterrupts
§ Level triggered interrupts can result in interrupt storms
ü Especially high risk in virtual wire scenarios if de-assert 

messages not sent correctly
ü Be sure to: 

– De-assert INTx in low-power states
– De-assert INTx when source becomes masked
– De-assert INTx when interrupts become disabled

ü Asserts / De-asserts must be sent in pairs

§ Switches must synthesize de-asserts as necessary
ü For example, if attached device is surprise removed
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Interrupts: Design ExampleInterrupts: Design Example
NOTE: Example intended to illustrate device
interrupt logic.  Do not use example for hot-plug. 
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Power Management 
Considerations
Power Management 
Considerations

§ Devices cannot source memory on IO requests when in a non-D0 
state
ü Remember to de-assert any pending INTx interrupts when 

transitioning out of D0 to a low-power state

§ PME_Turn_Off message can be received at any time
ü Not just in non-D0 states
ü Simply indicates to device that power and clocks are going to be

removed
– For example, can be received on system shutdown

§ PME sequence is a two-stage process
ü Two-stage process:

– Wakeup is separated from request for service

ü Wakeup is responsible for getting clocks and power
ü Service is requested through PME message
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Power NegotiationPower Negotiation
§ Slot Power Notification mechanism 
üFlexible and scalable mechanism to notify a PCI 

Express adapter of additional available slot power

§ Conditions that trigger the message:
üOn a Configuration Write to the Slot Capabilities 

register (when the Data Link Layer reports DL_Up 
status)

üAnytime when a Link transitions from a non-
DL_Up status to a DL_Up status
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Power Negotiation:
Event Flow
Power Negotiation:
Event Flow

System Power Up Device Power Up

Firmware writes 
Slot Power Limit

Link Training Complete Link Training Complete

Device updates 
Captured Power Limit

Firmware enables device +
invokes option ROM Boot services execute

with Full Power

Set Slot Power Limit 
Message with default value

Set Slot Power Limit 
Message with updated 

high-power value

Time available
for device to
initialize
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Power Negotiation 
Considerations
Power Negotiation 
Considerations

§ Devices strongly encouraged to provide minimum level 
of functionality within the CEM specification power 
ü Driver or Option ROM can detect available power through 

captured power limit registers

§ Power Budgeting Extended Capability can allow 
flexibility in power redistribution 
ü Implementation specific dynamic power redistribution
ü Devices are strongly encouraged to implement this 

capability
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Other Considerations and 
Robustness Guidelines
Other Considerations and 
Robustness Guidelines

§ Don’t rely on access to extended configuration space for PCI 
compatible device operation

§ IO BARs can be closed by system software for native PCI Express 
devices
ü Device may support an IO BAR for booting in legacy environments
ü But…   Native PCI Express device must alias IO resources through

MMIO as per PCI Express specification

§ Do not hang on unexpected TLPs
ü For example, power changes or hot-plug messages

§ Do not assume that TLPs can only arrive in certain states
ü For example, PME_Turn_Off

§ Not sending de-asserts correctly for INTx can cause interrupt storms

Legacy software compatibility and transition strategy to PCI Express 
aware software environment must be considered at all times    
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Designing for MSI/MSI-XDesigning for MSI/MSI-X
§ MSI/MSI-X Gotchas: Losing interrupts
§ How not to lose interrupts?
§ MSI/MSI-X Benefits and Optimizations
§ MSI-X Advantages & Disadvantages over MSI
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MSI Edge-Triggered Interrupts
Problems w/ Simple Wire-OR 
MSI Edge-Triggered Interrupts
Problems w/ Simple Wire-OR 

Interrupt source 
1 asserted

MSI sent on wire 
TRANSITION

Interrupt source 
2 asserted

NO TRANSITION
No MSI sent for 2nd

Int. source

If software has already checked 
status and clear operation is in 
flight, an interrupt may be lost
(NOTE: Not lost in level case)

NOTE: Example intended to illustrate device
interrupt logic.  Do not use example for hot-plug. 
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Avoid Losing InterruptsAvoid Losing Interrupts
§ Existing design wire-OR signals cannot be simply 

converted to edge at wire-OR output
§ Simplest fix requires both hardware and software to be 

carefully designed
§ Device must evaluate internal line status when interrupts 

are masked/disabled; this can be via:
ü The various mask bits defined by the MSI-X ECN for PCI 2.3

– Optional per-vector mask (PVM) bits for MSI
– Mandatory per-vector mask (PVM) bits for MSI-X
– Mandatory function mask bit for MSI-X

ü A device-specific mask or enable bit
ü But NOT the “Enable” bit in the MSI or MSI-X Cap Structure

§ Device (re)sends any message on interrupt unmask if 
status (or wire-OR status) still set

§ ISR must be designed correctly



Copyright© 2004 by PCI-SIG
All Rights Reserved
PCI-SIG Confidential

117

MSI Edge Triggered Interrupts 
Example Solution via Masking
MSI Edge Triggered Interrupts 
Example Solution via Masking

Interrupt source 
1 asserted

MSI sent on wire 
TRANSITION

Interrupt source 
2 asserted

No MSI sent for 2nd

Interrupt source 
(Interrupt Disabled)

Software checks and 
clears interrupt source 1

NOTE: Example intended to illustrate device
interrupt logic.  Do not use example for hot-plug. 

Software disables device interrupts 
(in a device specific manner)

Software re-enables 
device interrupts

Hardware resends 
MSI if wire still 

asserted on enable
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Representative MSI ISRRepresentative MSI ISR
Device_MSI_ISR()
{
MaskInterrupts();
CheckAndClearSources(); 
// Clear only if status set for given source

ServiceSources(); 
// Or alternatively queue for deferred 
// processing

UnmaskInterrupts() 
// Hardware must re-evaluate and resend any
// pending interrupts

}
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MSI / MSI-X Benefits and 
Optimizations
MSI / MSI-X Benefits and 
Optimizations

§ Possibility of interrupt storms is greatly reduced
§ MSI/MSI-X messages are memory write transactions, pushing data 

on the same VC
ü PIO read status checks can be avoided in many cases if using 

exclusive unshared interrupts
§ Multiple MSI/MSI-X vector usages

ü Allows dedicated interrupt service routines for internal device 
sources

– For example, separate reader/writer threads
– Dedicated (non-shared) ISR does not have to check possible interrupt 

sources prior to servicing
ü Different MSI/MSI-X vectors can target different processors for 

interrupt load balancing or processor affinity

MSI/MSI-X have major advantages, but correct interrupt handling
to avoid loss of edge-triggered interrupts is required
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MSI-X Advantages & 
Disadvantages over MSI
MSI-X Advantages & 
Disadvantages over MSI

§ MSI-X Advantages
ü Supports arbitrary address/data values for each vector

– All MSI vectors on a given function use the same address, which on 
some platforms prevents targeting different processors

– Only LSBs in the data value are used to distinguish vectors
ü Supports up to 2048 vectors per function vs 32 for MSI
ü Supports a new paradigm, where the driver determines how many 

vectors to request from the system
ü Supports assignment of vectors via architected mechanism when fewer 

are allocated by the system than requested
§ MSI-X Disadvantages

ü Additional complexity, notably MSI-X structures in memory space
§ Recommendations

ü Implement MSI w/ PVM when only one vector is merited
ü Implement MSI-X when multiple vectors are merited
ü Implement both only if multiple vectors are merited, and backwards 

compatibility with MSI software is also required
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Designing Software for 
ExpressCard*
Designing Software for 
ExpressCard*

§ Software must correctly 
handle device surprise 
removal

§ Key Considerations:
ü Write caching of data 

needs particular attention
– May need to be disabled to 

avoid loss of data

ü Software should check 
device availability before 
issuing commands

– “Bit cleared” if available 
type of test

– Implement timeouts

• ExpressCard* power is automatically 
switched by hardware 
• No software handshake is required for 
device removal
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Other ExpressCard* 
Considerations
Other ExpressCard* 
Considerations

§ Hot-plug messages must be handled correctly even if 
corresponding functionality not supported by device
ü Don’t hang on unsupported TLPs

§ Consider enabling ASPM by default if latency tolerable for 
device functionality
ü Mobile systems benefit from increased battery life

§ Clocks can be removed in mobile environments to conserve 
power

§ Devices should update NFTS values correctly based on 
common clock configuration
ü Power conservation for mobile systems

§ Switch vendors need to synthesize INTx de-asserts for surprise 
removal of attached devices

ExpressCard* implementations must pay particular attention to 
power management and surprise removal strategies
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Firmware GuidelinesFirmware Guidelines
§ Firmware must correctly communicate configuration space 

information to operating system

§ Firmware support required for legacy compatible support in the 
absence of a PCI Express-aware OS
ü ExpressCard* hot-plug through ACPI
ü ACPI PME handling

§ Firmware must implement functionality for transition of services
to PCI Express aware OS
ü Native OS PME handling
ü Native OS hot-plug

§ Firmware support required for correct power negotiation
ü Power budgeting can enable firmware to optimize power distribution 

at boot
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Firmware
Initialization Example
Firmware
Initialization Example

System Power 
On

PCI Bus 
Enumeration/
Configuration

Route PME for
ACPI delivery

Initialize for 
ACPI Hot-plug 

Initialize ASPM

Complete 
BIOS POST

Chipset 
Initialization Boot OS

Initialize Slot 
Power Limits

Firmware plays key role in enabling new PCI Express features

Consider doing 
Slot Power Limit 
Initialization as 
early as possible
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SummarySummary
§ Legacy software compatibility and transition strategy 

to PCI Express-aware software environment must be 
considered at all times

§ MSI/MSI-X have major advantages over INTx, but 
correct interrupt handling to avoid loss of edge-
triggered interrupts is not intuitive

§ Implement MSI-X instead of MSI when multiple 
vectors are merited

§ ExpressCard* implementations must pay particular 
attention to power management and surprise removal 
strategies

§ Firmware plays key role in enabling new PCI Express 
features
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AgendaAgenda
9:00 PCIe Overview Neshati

9:45 PCIe Physical Layer Schoenborn

12:00 LUNCH

1:00 PCIe Configuration & Software Cowan

2:45 BREAK

3:00 PCIe Compliance Tools Choate/Froelich

5:00 Q&A

5:15 BREAK

5:30 Compliance Workshop Orientation Neal/Kelley, et al
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PCI Express Compliance
Process Components

Clear Test OutputClear Test Output
MapsMaps
Directly to Test Directly to Test 
SpecSpec

ChecklistsChecklists
DescribesDescribes
Design CriteriaDesign Criteria

C&I Test SpecsC&I Test Specs
InterpretInterpret

••ChecklistsChecklists
••AssertionsAssertions

DefineDefine
Test CriteriaTest Criteria

••Test DefinitionsTest Definitions

Test H/W & S/WTest H/W & S/W
ValidatesValidates
Test CriteriaTest Criteria

••ComplianceCompliance
••InteroperabilityInteroperability

Predictable Path to Design CompliancePredictable Path to Design Compliance

PASS

FAIL
Test ToolsTest Tools

And ProceduresAnd Procedures

Compliance
Checklists

C&I 
Test 
Spec

Workshops



Copyright© 2004 by PCI-SIG
All Rights Reserved
PCI-SIG Confidential

128

§ Provide design-time ‘rules’ that implementations 
should follow
üChecklists for Root Complex, Endpoint, Switch, addin

card,  and motherboard

§ Simple set of ‘yes/no’ questions
§ Checklists available on PCI SIG website
ü http://www.pcisig.com/specifications/pciexpress/technical_library

PCI Express Compliance
Checklists

yes ___  
no___

The Beacon signal must contain minimum width pulses >= 2 ns.PHY.3.2#5

yes ___  
no___

The receiver terminations must remain enabled in Electrical 
Idle.

PHY.3.1#25

yes ___  
no___

Training sequence ordered-sets are never scrambled but 
always 8b/10b encoded.

PHY.2.6#1
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§ Clear description of what is being tested
§ Contains:
üAssertions 

– Prioritized set pulled from checklists

üTest Descriptions
– What a test does, and what assertions it checks

PCI Express Compliance
Test Specifications
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§ Describes how to run tests
üRequired equipment
üStep-by-step instructions

§ Detailed procedures help ensure 
repeatability
üAt Compliance Workshops
üIn development labs

PCI Express Compliance
Test Procedures
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Compliance Tools GoalsCompliance Tools Goals
§ Wide deployment in development labs
ü Tools and procedures should be useful and valuable in a 

development lab setting

§ Easy to use
ü Clear documentation, clear procedures

§ Reasonable equipment cost
ü ~$50K

ü Ideally, equipment is useful for many other things besides PCI 
Express compliance testing
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Compliance Test AreasCompliance Test Areas
§ Physical layer
ü Examine electrical signaling

§ Configuration Space 
ü Verify required fields and values

§ Link & Transaction layer (2 areas) 
ü Exercise protocol boundary conditions
ü Inject errors and check error handling

§ Platform Configuration
ü Check BIOS handling of PCI Express 

devices
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Electrical Tests and ToolsElectrical Tests and Tools
§ Signal Quality Analysis H/W 

and S/W 
ü Eye pattern, jitter and bit rate analysis
ü Upstream and downstream signaling
ü Electrical compliance base board
ü Electrical compliance load board
ü Stand-alone Windows-based

eye diagram analysis S/W
ü Electrical test procedures and Oscilloscope 

setup files

§ Jitter Analysis DLL
ü Clock Recovery
ü Interpolation
ü Transition/non-transition eye points
ü Goal - Promote consistent solutions

http://www.pcisig.com/specifications/pciexpress/compliance
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Tx Clock Recovery
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The ‘minimize absolute deviation’ algorithm is more robust (less
sensitive to outliers) than a chi^2 or average method.

Minimize Absolute 
Deviation Algorithm

1
uit

Average UI Period

(Start edge)

∆ 1
edget ∆ 3

edget∆ 2
edget

1
edget 2

edget
3
edget 4

edget

2
uit 4

uit

Time

All phases aligned to
first edge of actual waveform

Recovered Clock
(recovered clock 
zero crossings)

Ideal Data Pattern 
Waveform
(expected zero 
crossings)

Actual Waveform
(actual zero 
crossings)

0 Volt 
Reference

0 Volt 
Reference

0 Volt 
Reference

Time

Time

Want to minimize the
sum of these deviations

The phase and frequency of the 
recovered clock is determined by 
minimizing the sum of the absolute 
deviations between the actual 
edges of the waveform and the 
edges based on the recovered 
clock. 
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Clock Recovery Window
• A clock recovery window 

(CRW), which is 3,500 unit 
intervals (UI) in length, is swept 
across the waveform. A 
window length of 3,500 UI 
equals approximately 1/20th the 
allowable spread spectrum 
modulation period. This allows 
the recovered clock to track 
any frequency variation due to 
spread spectrum clocking. 

• All edges within the CRW are 
used to calculate the recovered 
clock. 

• Jitter is calculated relative to 
the recovered clock over the 
middle 250 UI subset of the 
CRW. 

Clock Recovery Window (CRW)
(3,500 UI)

Analysis Window (AW)
(250 UI)

Time (µsec)

V
ol

ta
ge

 (
vo

lts
)

CRW Offset

AW Offset
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SigTest Jitter DLL Transfer 
Function
SigTest Jitter DLL Transfer 
Function

~60dB per decade~60dB per decade

~2.5Mhz~2.5Mhz
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Signal Analysis Methodology 
Summary
Signal Analysis Methodology 
Summary

1. At least 3,500 consecutive UI of data under test are obtained from an 
oscilloscope sampling at 50 ps or less.

2. Sinc interpolation is used to produce sample data at 17 ps intervals or 
less. (2 interpolated points @ 50ps sample rate)

3. Linear interpolation is used to estimate the crossover points (edges)

4. A minimize deviation fit algorithm is used to obtain the recovered clock 
using the clock recovery window of the first 3,500 unit intervals.

5. The data skew (jitter) relative to the recovered clock is extracted.

6. The jitter values are normalized to the median jitter value.

7. Eye diagrams are plotted using the recovered clock period and 
measured against the appropriate eye mask.

8. The clock recovery window is incremented and steps 4-7 are repeated.

9. Step 8 is repeated until the clock recovery window reaches the end of 
the data set.
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Motherboard Electrical ToolsMotherboard Electrical Tools
§ Compliance Load Board

ü Root Complex electrical signal quality
ü Systems & Motherboards
ü Terminates Transmitters to utilize spec required compliance mode
ü X1, X4, X8, X16 test configurations
ü Improved active probing geometries
ü SMAs added to x8 & x16, first-middle-last
ü Analog loopback (Tx to Rx stuff option)
ü Ref Clock and Power Probing

OscilloscopeOscilloscope

CLB Motherboard

•Capture waveform on oscilloscope
•Run Eye analysis software

http://www.pcisig.com
/specifications/pciexpress/compliance
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x8 Edge & 
Active Probing

x16 Edge & 
Active Probing

x1 TX SMA
Probing

x16 TX
SMA Probing

x4 Edge

x16 RefClk 
Probing

x1 RefClk 
Probing

x4 TX SMA 
Probing

x1 Edge

x8 SMA
Probingx1 RefClk 

Probing

Compliance Load Board (CLB)Compliance Load Board (CLB)
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Add-in Card Electrical ToolsAdd-in Card Electrical Tools
§ Compliance Base Board
üX1, X16 connectors

– X16 provides termination X16 through X1

üPower adaptor + current measurement
üRX for X1 up to X8
üReference clock or external input

OscilloscopeOscilloscope

Add-in 
Card CBB

•Capture waveform on oscilloscope
•Run Eye analysis software

http://www.pcisig.com
/specifications/pciexpress/compliance
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x16 Test Slot

x1 test slot

100Mhz Clk
(CK409)

Clk Buffer
(DB400)

External 
Clock Input

x16 RX
Inputs

x16 TX 
Active

Probing

x16 TX 
SMA 

Probing

Current 
Probing

ATX PS

x16 RefClk 
Probing

x1 RefClk 
Probing
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Electrical Test Tool DemoElectrical Test Tool Demo
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Software

Hardware

4 Specs

20+ ECRS

14+ Capabilities

100’s Of Registers

1000’s Of Fields

1000 Companies 
Implementing
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Config Space TestsConfig Space Tests
§ Registers and Capabilities
üDefault Values
üCharacteristics
üRequired registers and capabilities

§ Functional
üConfiguration Stress

– Earliest Allowed Requests
– Different Upstream/Downstream ASPM Combinations
– Power Indicator/Control Messages

§ Available on SIG website
§ http://www.pcisig.com/specifications/pciexpress/compliance
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Configuration: Register Only 
Rule Checks
Configuration: Register Only 
Rule Checks

Check register characteristics and default values..
§ One test for each new capability
üPCI Express Capability
üDevice Capabilities, Control, and Status
üLink Capabilities, Control, and Status
üMSI
üAdvanced Error Reporting
üVirtual Channel 
üDevice Serial Number
üPower Budgeting
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Configuration Tests - DiagramConfiguration Tests - Diagram

System Under
Test

Any 
Compliant 

Add In 
Card

Any 
Compliant 

Add In 
Card

FPGA R
A

M

PGM

USB

++

Any Compliant 
System++

Add In 
Card 

Under Test

Add In 
Card 

Under Test FPGA R
A

M

PGM

USB

System 
Test

System 
Test

Add in 
Card 
Test

Add in 
Card 
Test
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PCIECV – Device Type SelectionPCIECV – Device Type Selection
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PCIECV Software StatusPCIECV Software Status
§ Beta Release

ü Plug In allows flexible use
– Test Equipment Exercisers (NITAL Shipping Plug In)
– Simulation environments

ü All Common Test Specified Through .ini Files
– Easy reaction to spec changes and additions with recompilation
– Easy debugging

ü Coverage of chapter 7 in 1.0a PCI Express Specification
§ 1.0 Release

ü Functional tests
– Configuration stress testing
– Default values

ü General system level tests
– Port Reporting
– Configuration Stress

§ 1.1 Release
ü Full PCI Express 1.0a Bridge Spec config coverage.
ü PCI 2.3/3.0 requirements that apply to PCI Express devices.
ü PCI 1.1/1.2 Bridge Spec requirements that apply to PCI Express bridges.
ü Planned for Q2 2004
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Protocol Testing

FPGA R
A

M
PGM

Mid-bus Probe

Mid-bus Probe

USB

Test 
Control

PCI Express

USB

Transaction 
Layer

Link 
Layer

Physical 
Layer

DUT Test Control Initiates Test Traffic.
Traffic is Monitored and Injected 

Through the USB Port.  

Protocol
Test
Card
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§ x1 operation only
üSufficient for most protocol-oriented tests

x16 connector to test add-
in cards of any lane width

x1 connector to fit into host 
platform slots of any lane width

USB interface For Test 
Monitoring/Control and for 
FPGA programming/debug

Host and add-in 
card mid-bus 
probe points for 
connection to any
PCI Express 
protocol analyzer

FPGA R
A

M

PGM

Mid-bus Probe

Mid-bus Probe

USB
Field-
upgradeable 
FPGA-based 
card to support 
specification 
changes, etc.

Protocol Test Card
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Link Compliance FocusLink Compliance Focus
§ Basic 

ü Link Initialization, DLLP and TLP packet Formats

§ Reliability
ü Replay Mechanism

– Nak Response, Replay Timer countdown, Retry counts, Link 
Retraining

ü CRC
– LCRC and DLLP CRC calculation checks, ECRC when applicable

ü Protocol
– Missing and duplicate TLPs, Wrong Sequence Numbers
– Response to Undefined TLP and DLLPs
– Reset Propagation across secondary Buses

ü Timing
– Ack/Nak Timeouts

§ Serviceability
ü Advanced Error Logging and Reporting
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Transaction Compliance 
Focus
Transaction Compliance 
Focus

§ Basic Functional
ü Completion request
ü Completion timeout
ü Read data

§ Baseline Messaging
ü Legacy interrupts
ü Native power management
ü Native Hot Plug
ü Error Signaling

§ Flow Control
ü Initialization
ü Transmit and Receive states
ü Negotiated link width

§ Virtual Channel
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System Under
Test Usb

Protocol  
Test Card

Control
System

Platform BIOS Testing

Protocol Test Card Can 
Represent Any Hierarchical 
Multi Device/Bridge Topology

Device Decodes All Type 0 and 
Type 1 Configuration Cycles.

Host

Protocol Test Card
(acts like a Switch)

Emulated
Devices
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§ Complex Topology Configuration
üComplex Memory Assignments
üLevel of Bridge Support
üPME
üASPM Support

§ Device Configuration Corner Cases
üNon-responsive “bad” device
üWorst case legal device response after reset
üConfig retry
üDevice doesn’t respond to shutdown requests

Planned Platform Firmware TestsPlanned Platform Firmware Tests
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Worst Case TopologyWorst Case Topology
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PCIEPT Scripting LanguagePCIEPT Scripting Language

§ Add Components
üSwitch
üEndpoint

§ Add Capabilities
§ Control At Bit Level
üDefault Values
üRW, RO, etc.
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PCIEPT ApplicationPCIEPT Application
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SummarySummary
§ PCI Express Compliance tools are available
ühttp://www.pcisig.com/specifications/pciexpress/complia

nce

§ Get the Electrical and Configuration tests
üTest specs, procedures, and fixtures are 

available
üValidate in your labs

§ Visit the PCI-SIG Website for Compliance 
Related Announcements
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AgendaAgenda
9:00 PCIe Overview Neshati

9:30 PCIe Physical Layer Schoenborn

12:00 LUNCH

1:00 PCIe Configuration & Software Cowan

2:45 BREAK

3:00 PCIe Compliance Tools Choate/Froelich

5:00 Q&A

5:15 BREAK

5:30 Compliance Workshop Orientation Neal/Kelley, et al


